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	Issue/Scenario:
	Internet crimes are often thought of as victimless. Nothing could be further from the truth. Children and teenagers can and do become victims of Internet crimes. Predators contact teenagers and children over the Internet and victimize them.

How should Patrol respond?


	Discussion:
	Physical contact between the child and the perpetrator does not need to occur for a child to become a victim or for a crime to be committed. The Internet provides a source for repeated, long-term victimization of a child that can last for years, often without the victim's knowledge. Once a child's picture is displayed on the Internet, it can remain there forever. 

These crimes transcend jurisdictional boundaries, often involving multiple victims from different communities, states, and countries. The geographic location of a child is not a primary concern for perpetrators who target victims over the Internet. Often, perpetrators travel hundreds of miles to different states and countries to engage in sexual acts with children they met over the Internet. Many of these cases involve local, state, federal, and international law enforcement entities in multiple jurisdictions. 

Many victims of Internet crimes do not disclose their victimization or even realize that they have been victims of a crime. Whereas children who experience physical or sexual abuse may disclose the abuse to a friend, teacher, or parent, many victims of Internet crimes remain anonymous until pictures or images are discovered by law enforcement during an investigation. 
Patrol officers should be alert to any information which might surface regarding a child’s possible victimization and contact detectives.  Federal resources are available to assist in these complicated investigations.


	Policy Reference:
	

	TBP Reference:
	

	Prepared By:
	


